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Today’s objectives 

Survey possible topics for your project


Form a team


Start looking through the literature
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Setting General-Purpose Tools

Primitives
Oblivious Transfer
Pseudorandom functions/encryption
Commitments

GMW Protocol
Multi-party
Multi-round

Semi-honest Security

Malicious Security

Zero Knowledge

GMW 
Compiler

Garbled Circuit
Constant Round
Two Party



“Are there other security models?”



“Are there other security properties/models?”
• Fairness


• Identifiable Abort


• Guaranteed Output Delivery


• Adaptive Security


• Covert Security


• Asynchronous Networks


• Publicly Verifiable Covert Security


• …



“combine GMW and GC?”



“how many rounds are needed?”



“malicious garbled circuits?”



“Malicious GMW?”



“Constant-round multiparty protocols?”



“Are there other paradigms for secure computation?”



“Are there special-case problems with interesting solutions?”



“MPC that goes beyond circuits?”



“More efficient approaches to Zero Knowledge?”



“What is the state-of-the-art in garbled circuits?”



“What tools exist for using MPC?”



Today’s objectives 

Survey possible topics for your project


Form a team


Start looking through the literature


